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															This page is the documentation home for APTrust. Content that used to be available on the Member Wiki (wiki.aptrust.org) is now located here.

Documentation is organized into the following categories.

	Trusted Digital Repository (TDR – ISO 16363)
	Software Documentation
	Technical Documentation (restricted to members)
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											This site is managed by APTrust staff, who are based at the University of Virginia Library.
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